NOTICE to potential Bidders:
MMIS Access provisions are currently being updated to provide security enhancements which include alternative methods of authentication.  


Additionally, the document entitled “MMIS ACCESS REQUIREMENTS” in the Bidder’s Library PFD portfolio entitled “RFP HMP Critical Information for Bidders” should contain the following correction:

Section 1.(b) should be amended as follows:

(b)  Transmission – Contractor shall encrypt all connections with OHCA’s fiscal agent utilizing all of the following minimum standards:

i.
3-DES (data encryption standard) encryption

ii.
Group 2 Diffie-Hellman

III.
MD5 (message-digest algorithm 5) Hash

iv.
ESP (encapsulated security payload) Protocol
i. Authentication Algorithm – SHA;

ii. Encryption Algorithm – AES 256;

iii. Group 5 Diffie-Hellman; and

iv. Security Protocol – ESP

